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[bookmark: _GoBack]Abstract of the contribution: This contribution proposes to deactivate PDU sessions if the UE moves into a non-allowed area.
1. Discussion
1. Introduction
According to the clause 5.6.1, TS 23.501:
“NOTE:	User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.”
For N2 handover, if the AMF determines that the UE is in non-allowed area, it shall notify all SMFs as soon as possible, so that the SMF serving PDU sessions for non-prioritized service needs not to provide SM N2 info, instead, it can deactivate these PDU sessions. As the result, the responses of SMFs can be accelerated and the establishment of radio resources at the target RAN can be avoided.

2.	Proposal
It is propose to include the following changes into the TS 23.502.

* * * * First Change * * * *
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Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase
1.	S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU session IDs).
Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GCN.
All PDU sessions handled by S-RAN (i.e. all existing PDU sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU session(s) are requested by S-RAN to handover. The SM N2 info also includes Direct Forwarding Path Availability, and which QoS flows are subject to data forwarding.
Direct Forwarding Path Availability indicates whether direct forwarding is available from the S-RAN to the T-RAN. This indication from S-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the S-RAN and the T-RAN.
2.	[Conditional]S-AMF to T-AMF: Forward Relocation Request (SUPI, Target ID, Source to Target transparent container, SM N2 info list, PDU session IDs).
When the S-AMF can't serve the serve the UE anymore, the S-AMF selects the T-AMF as described in clause 6.4.5 on "AMF Selection Function" in TS 23.501 [2]. The S-AMF initiates Handover resource allocation procedure by sending a Forward Relocation Request message to the T-AMF.
When the S-AMF can still serve the UE, this step and step 12 are not needed.
3.	[Conditional]T-AMF to SMF: PDU Handover Request (PDU session ID, Target ID).
For each PDU session indicated by S-RAN as an N2 Handover candidate, the AMF sends PDU Handover Request per PDU session to the associated SMF.
PDU session ID indicates a PDU session candidate for N2 Handover.
In the case of AMF not change, if the AMF detects that the UE moves into a non-allowed area, the AMF notifies each SMF corresponding to the list of PDU sessions received from the Handover Required message that the UE is only reachable for regulatory prioritized services.
4.	[Conditional] Based on the new location info, SMF checks if N2 Handover for the indicated PDU session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF. If the PDU session  corresponds to a LADN and the UE is outside the area of availability of the LADN, then the SMF moves to step 4c.
5a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request
If the SMF selects a new intermediate UPF, target UPF (T-UPF), for the PDU session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor tunnel info for this PDU Session is also provided to the T-UPF.
5b.	T-UPF (intermediate) to SMF: N4 Session Establishment Response
	The T-UPF sends an N4 Session Establishment Response message to the SMF with CN DL tunnel info and UL Tunnel info (i.e. N3 tunnel info). The SMF starts a timer, to be used in step 22a.
	If steps 4a and 4b are performed for a PDU session, steps 4c and 4d are skipped.
5c,d.	[Conditional] SMF to S-UPF: N4 Session Modification Request/Response 
If the PDU session corresponds to a LADN and the UE is outside the area of availability of the LADN, the SMF updates the N4 session of the UPF(s) corresponding to the PDU session to release the corresponding user plane resource and removing the RAN tunnel termination in the UPF. The SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU sessions and/or to not provide further Data Notification messages.
6.	SMF to T-AMF: PDU Handover Response (PDU session ID, SM N2 info).
	If N2 handover for the PDU session is accepted, the SMF includes the result in SM N2 info sent, transparently for the AMF, to the T-RAN including in the SM N2 info  the PDU session ID, N3 UP address and Tunnel ID of UPF, and QoS parameters. 
	If N2 handover for the PDU session is not accepted as described in step 3, the SMF does not include an SM N2 info regarding the PDU session to avoid establishment of radio resources at the target RAN. If the SMF is notified that the UE is only reachable for regulatory prioritized services, the SMF does not include any SM N2 info regarding the PDU session for non regulatory prioritized services to avoid establishment of radio resources at the target RAN.
	The SMF sends an Nsmf_PDUSession_UpdateSMContext response without including the CN tunnel information to the AMF for the PDU session(s) which is to be released, and then release the PDU session(s) in a separate procedure as defined in clause 4.3.4.
7.	AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8).
NOTE:	The delay value for each PDU session is locally configured in the AMF and implementation specific.
8.	T-AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 info, SM N2 info list).
	T-AMF determines T-RAN based on Target ID. T-AMF may allocate a GUTI valid for the UE in the AMF and target TAI.
	Source to Target transparent container is forwarded as received from S-RAN. MM N2 info includes e.g. security information and Handover Restriction List if available in the T-AMF.
SM N2 info list includes SM N2 info received from SMFs in the PDU Handover Response messages received within allowed max delay supervised by the T-AMF mentioned in step 7. SM N2 info also indicates which QoS flows are subject to data forwarding.
9.	T-RAN to T-AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU sessions failed to be setup list, T-RAN SM N3 forwarding info list).
Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via T-AMF, S-AMF and S-RAN to the UE.
	The information provided to the S-RAN also contains a list of PDU session IDs indicating PDU sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).
	The SM N2 response list includes, per each received SM N2 info and by SMF accepted PDU session for N2 Handover, a PDU session ID and an SM N2 response indicating the PDU session ID and if T-RAN accepted the N2 Handover request for the PDU session. For each by T-RAN accepted PDU session for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
The T-RAN SM N3 forwarding info list includes, per each PDU session accepted by T-RAN and has at least one QoS flow subject for data forwarding, N3 UP address and Tunnel ID of T-RAN for receiving forwarded data if necessary.
10.	[Conditional] T-AMF to SMF: PDU Handover Cancel (PDU session ID).
	When a PDU Handover Response message arriving too late (see step 7) , or the PDU session with SMF involvement is not accepted by T-RAN, this message is indicated to the corresponding SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF. A PDU session handled by that SMF is considered deactivated and handover attempt is terminated for that PDU session.
11a.	AMF to SMF: Modify PDU Request (PDU session ID, SM N2 response, T-RAN SM N3 forwarding info list).
	For each SM N2 response received from the T-RAN (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.
	If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the SM N2 response if N2 handover is accepted by T-RAN.
11b.[Conditional] SMF to T-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding info list)
If indirect forwarding applies and the UPF is relocated the SMF selects a T-UPF and sends an N4 Session Modification Request message to the T-UPF. If the UPF is not relocated, indirect forwarding may be set up in step 11d and 11e below.
Indirect forwarding may be performed via a UPF which is different from the T-UPF.
11c.[Conditional] T-UPF to SMF: N4 Session Modification Response (T-UPF SM N3 forwarding info list)
The T-UPF allocates tunnel information and returns an N4 Session Modification Response message to the SMF.
The T-UPF SM N3 forwarding info list includes T-UPF N3 address, T-UPF N3 Tunnel identifiers for forwarding data
11d.[Conditional] SMF to S-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding info list)
If indirect forwarding applies the SMF sends an N4 Session Establishment Request message to the S-UPF.
If the UPF is relocated, this message includes the T-UPF SM N3 forwarding info list. If the UPF is not relocated, this message includes the T-RAN SM N3 forwarding info list.
Indirect forwarding may be performed via a UPF which is different from the S-UPF.
11e.[Conditional] S-UPF to SMF: N4 Session Modification Response (S-UPF SM N3 forwarding info list)
The S-UPF allocates tunnel information and returns an N4 Session establishment Response message to the SMF.
The S-UPF SM N3 forwarding info list includes S-UPF N3 address, S-UPF N3 Tunnel identifiers for forwarding data
11f. SMF to T-AMF: Modify PDU Response (S-UPF SM N3 forwarding info list)
The SMF sends Modify PDU Response message per PDU session to T-AMF. The SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.
12. [Conditional] T-AMF to S-AMF: Forward Relocation Response (Target to Source transparent container, PDU sessions failed to be setup list, S-UPF SM N3 forwarding info list) 
AMF supervises the Modify PDU Response message from the involved SMFs. At expiry of the maximum wait time or when all Modify PDU Response messages are received, T-AMF sends Forward Relocation Response to  S-AMF.
The Target to Source transport container is received from the T-RAN. The S-UPF SM N3 forwarding info list is received from S-UPF.
* * * * End of Changes * * * *
3GPP
SA WG2 TD
	


oleObject1.bin


5d. N4 Session Establishment Response







.5c. N4 Session Establishment Request







11e. N4 Session Modification Response







11d. N4 Session Modification Request







11c. N4 Session Modification Response







11b. N4 Session Modification Request







11f. .Modify PDU Response







11a.Modify PDU Request







10. PDU Handover Cancel







8. Handover Request







9. Handover Request Acknowledge







12. Forward Relocation Response







7. PDU Handover Response supervision







5b. N4 Session Establishment Response







.5a. N4 Session Establishment Request







6. PDU Handover Response







3. PDU Handover Request







4. UPF selection







2. Forward Relocation Request







T-AMF







S-UPF







a relocation via N2







Decision to trigger







S-AMF







SMF







1. Handover Required







UE







 S-RAN







UPF (PSA)







T-UPF







T-RAN







Downlink/uplink User Plane Data












image1.emf
 

Downlink /uplink   User Plane Data  

T - RAN  

T - UPF   UPF   (PSA)  

  S - R AN  

UE  

1 .  Handover Required  

S MF  

S - AMF  

D ecision to trigg er  

a relocation via N2  

S - UPF  

T - AMF  

2 .  Forward Relocation Request  

4 . UPF selection  

3 .  PDU Handover Request  

6 . PDU Handover Response  

. 5 a.  N4 Session  Establishment  Request  

5 b.  N4 Session  Establishment   Response  

7 .  PDU Handover   Response  supervision  

12 .  Forward Relocation  Response  

8 . Handover   Request  

9 . Handover   Request Ack nowledge  

10 . PDU Handover Cancel  

11a . Modify PDU Request  

11 f .  . Modify PDU Response  

11 b .  N4 Session Modification   Request  

11 c .  N4 Session Modification Response  

11 d .  N4 Session Modification   Request  

11 e .  N4 Session Modification Response  

.5c.  N4 Session  Establishment  Request  

5d.  N4 Session  Establishment   Response  


